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1.

Oracle FLEXCUBE Lending Deployment on 11g
Release 2 Application Server (UNIX)

1.1 Pre-requisites

The following are pre-requisites for deploying Oracle FLEXCUBE on the Oracle 11G application
server.

You should have a valid Unix login ID using which you can login to the application server and
access the location where ORACLE FLEXCUBE files (fmb/pll Etc) will be copied, referred to as
FCOL root directory (FCOL) henceforth

1.

2
3.
4

Weblogic (10.3.6) Installed
Oracle Forms and Reports 11g Release 2 (11.1.2.2.0) installed
Oracle Database 12c¢ Enterprise Edition Release 12.1.0.2.0 Installed

On successful installation of forms please note below configuration options which will be
used in deployment

Configuration Options

e Middleware Home Location: /scratch/app/wl1036

e Oracle Home Location: /scratch/app/wl1036/Oracle_ FRHomel

e Oracle Instance Location: /scratch/app/wl1036/asinst_1

e Oracle Instance: asinst_1

¢ Domain Option: Create Domain

e Domain Name: ClassicDomain

e Domain Home: /scratch/app/wl1036/user_projects/domains/ClassicDomain
e Domain Host Name: whfOOatk.in.oracle.com

e Domain Port No: 7002

e User Name: weblogic

e Automatic Port Detection: true

e Administrator Console: http://whfOOatk.in.oracle.com:7002/console

e EM Console: http://whfOOatk.in.oracle.com:7002/em

e EMAgent URL: http://whfOOatk.in.oracle.com:5155/emd/main

e Forms URL: http://whfOOatk.in.oracle.com:8888/forms/frmservlet

e Reports URL: http://whfOOatk.in.oracle.com:8888/reports/rwserviet

TNS connectivity to the database

Ensure that the application server is able to connect to the database server via SQL*Plus.

You will have to modify the thsnames.ora file located under
/Oracle_ FRHome1/network/admin

1.2 Steps to Deploy ORACLE FLEXCUBE

1.

Create a folder called FCOL in the installation path in parallel to asinst_1 and
Oracle_ FRHomel

11 ORACLE


http://whf00atk.in.oracle.com:8888/reports/rwservlet

2. Create below folders under FCOL

3. The final directory structure would resemble

<< Oracle_FRHomel>> -- created by forms installer

<< asinst_1>> -- created by forms installer
<< user_projects>> -- created by weblogic installer
<< FCOL>> --will be our root directory for sources

<< FCOL >>/fmb

<< FCOL >>/pll

<< FCOL >>/mmb
<< FCOL >>/fmx

<< FCOL >>/fmx/eng
<< FCOL >>/plx

<< FCOL >>/mmx

4. Copy all the fmb, pll and mmb files to the corresponding folder from the sources

5. Create soft links

UNIX environment being case sensitive it becomes mandatory to circumvent the problem of
case mismatches by creating soft links. A soft link or a symbolic link is a logical pointer to a
physical file. We will be creating soft links for all the plls in the folder pll. Please refer the file.
Ensure to modify file based on your location

Please refer the link.txt file provided in the Utilities folder.

6. Compilation of sources

Before compilation of sources please ensure below environment variables are set on your
command window. Please refer configuration options for the values to be input

export MW_HOME-=/scratch/app/wl1036

export WLS_HOME=$MW_HOME

export WL_HOME=$WLS_HOME

export ORACLE_HOME=$MW_HOME/Oracle_FRHomel

export ORACLE_INSTANCE=$MW_HOME/asinst_1

export FR_HOME=$ORACLE_HOME

export FR_INST=$0RACLE_INSTANCE

export DOMAIN_HOME=$MW_HOME/user_projects/domains/ClassicDomain
export JAVA_HOME=/scratch/work_area/DBA/jdk1.7.0_03

export PATH=.:$FR_HOME/bin:$FR_HOME/forms/mesg:$PATH
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export
LD_LIBRARY_PATH=$FR_HOME/jdk/jre/lib/amd64/native_threads:$FR_HOME/jdk/jre/lib/amd64:$3FR_HOME/lib:$
FR_HOME/jdk/jre/lib/amd64/server

export FORMS_BUILDER_CLASSPATH=$FR_HOMEI/jlib/

export FORMS_PATH=/scratch/app/wl1036/pll:/scratch/app/wl1036/mmb
export TNS_ADMIN=$FR_HOME/network/admin

export TERM=vt220

export ORACLE_TERM=$TERM

Please compile the files in the below order:

Refer the pllcompile.sh file provided in the Ultilities folder to compile PLL'’s

Refer the menucompile.sh file provided in the Utilities folderto compile the MENU.

Refer the fmbcompile.sh file provided in the Utilities folder to compile FMB’s.

Please copy the files to /asinst_1/bin location. Plicompile.sh will compile all the plls and
fmbcompile.sh will compile all the FMB’s. Modify the files based on your source location and
schema details. Please note to compile all FMB’s and PLL’s with lower case and upper case
extensions. Similarly use menucompilation.sh file to compile the menu

Copy all the icons and build a jar file with the icons. Copy the jar to

./Oracle_FRHomel/forms/javal/icons.jar

Update the below parameters in the formsweb.cfg and default.env file from the location

user_projects/domains/ClassicDomain/config/fmwconfig/servers/WLS_FORMS/applications/
formsapp_11.1.2/config

Add the below parameters to the file formsweb.cfg and modify them accordingly

[Isdev]
form=/scratch/app/fmw1221/forms/fmx/smsignon.fmx
envFile=/scratch/app/fmw1221/user_projects/domains/base_domain/config/fmwconfig/servers/\WLS_F
ORMS/applications/formsapp_12.2.1/config/default.env
otherparams=prm_init_file=/scratch/app/fmw1221/cube3.ini
imageBase=codeBase

width=1000

height=750

separateFrame=true

colorScheme=teal

background=no

WebUtilArchive=frmwebutil.jar jacob.jar
WebUtilLogging=off

WebUtilLoggingDetail=normal

WebUtilErrorMode=Alert
WebUtilDispatchMonitorinterval=5
WebUtilTrustinternal=true

WebUtilMaxTransferSize=16384
baseSAAfile=webutilsaa.txt

fsalcheck=true

prm_debug_mode=NO
term=/scratch/fmw116/Oracle/formsl1g/asinst_8/config/FormsComponent/forms/admin/resource/US/f
mrweb.res

Archive= frmall.jar,icons.jar
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10. Replace frmweb.res file in the location mentioned above (term)

Please refer the frmweb.res file provided in the Ultilities folder.

11. Parameters to be updated in default.env

ORACLE_HOME /scratch/app/wll036/0Oracle_FRHo | Please refer configuration
mel options obtained after
forms installation

ORACLE_INSTANCE | /scratch/app/wll036/asinst_1 Please refer configuration
options obtained after
forms installation

TNS_ADMIN /scratch/app/wll036/0racle_FRHo | Copy the tnsnames.ora
mel/network/admin file to this location
FORMS_PATH /scratch/app/wl1036/fmx:/scratc | Path for fmx,plx,mmx

h/app/wl1036/plx:/scratch/app/w
11036/mmx:/scratch/app/wll036/f
mx/eng

FORMS_REJECT_GO | FALSE Please add the parameter
_DISABLED_ITEM in the file

12. Once updated your login URL will be:

http://IPaddress:portnumber/forms/frmserviet?config=Isdev
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http://IPaddress:portnumber/forms/frmservlet?config=lsdev

2. Oracle FLEXCUBE Lending Database Installation

2.1 Installation of objects on Database

1. Installation on database involves in creation and compilation of following database objects.

e Tables

e Constraints

e Functions

e Procedures

e Packages

e Views

e Triggers

e Factory Shipped Data

2. Use the file below file to encrypt the schema user and password

Please refer the encrypt.sql file provided in the Utilities folder.

3. Create the INI file and mention the encrypted user/password. The sample INI file is attached
below. Copy the file to forms home location mentioned above in formsweb.cfg

Please refer the cube.ini file provided in the Utilities folder.

4. Run the Update host script. Make the changes as per current schema requirement. Refer
sample sheet (updatehosts.sql) for the same.

Please refer the update_host.sql file provided in the Utilities folder.

5. Update WORK_AREA, TRACE_AREA (PARAM_NAME) in the table CSTB_PARAM with
path required for the debug generation.

6. Run the intial_setup.sqgl to create the initial login with the basic setup.

7. Modify the intial_setup_post.sql based on your schema and execute the same in your
schema.

Please refer the initial_setup.sql file provided in the Utilities folder.
Please refer the initial_setup_post.sql file provided in the Utilities folder.
8. Update the table smtb_cube_param for the FORMS60_PATH

9. Compile the invalids

10. Please maintain below data once the branches are created:

e cstb_branch_param
e cstb_ops_process_status
e cvtm_translation
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3.

3.1

3.2

3.3

Enabling SSL for Admin Server and WLS_ FORMS

Keystore Creation

keytool -genkey -keystore <keystore name.jks> -alias <alias name> -
dname "CN=<hostname>, OU=<Organization Unit>, O=<Organization>,
L=<Location>, ST=<State>, C=<Country Code>" -keyalg <Key Algorithm> -
sigalg <Signature Algorithm> -keysize <key size> -validity <Number of
Days> -keypass <Private key Password> -storepass <Store Password>

For example:

keytool -genkey -keystore AdminFlexcubeKeyStore.jks -alias FlexcubeCert
—-dname "CN=0fss00001l.in.oracle.com, OU=0FSS, 0O=0FSS, L=Chennai, ST=TN,
C=IN" -keyalg "RSA" -sigalg "SHAlwithRSA" -keysize 2048 -validity 3650
-keypass Password@1l23 -storepass Password@123

Note: CN=0fss0000l.in.oracle.com is the Host Name of the weblogic
server

Export Private Key as Certificate

keytool -export -v -alias <alias name> -file

<export certificate file name with location.cer> -keystore

<keystore name.jks> > -keypass <Private key Password> -storepass <Store
Password>

For example:

keytool -export -v -alias FlexcubeCert -file AdminFlexcubeCert.cer -
keystore AdminFlexcubeKeyStore.jks -keypass Password@l23 -storepass
Password@123

If successful the following message will be displayed

Certificate stored in file < AdminFlexcubeCert.cer>

Import as Trusted Certificate

keytool -import -v -trustcacerts -alias rootcacert -file

<export certificate file name with location.cer> -keystore

<keystore name.jks> > -keypass <Private key Password> -storepass <Store
Password>

For example:
keytool -import -v -trustcacerts -alias rootcacert -file

AdminFlexcubeCert.cer -keystore AdminFlexcubeKeyStore.jks -keypass
Password@123 -storepass Password@l1l23
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3.4

Configuring Weblogic Console

After domain creation, follow the below steps to enable SSL in Weblogic Admin server and
WLS_FORMS Server.

1. Select Admin Server to enable SSL options

Change Center
View changes and restarts

Click the Lock & Edit button to modify, add or
delete items in this domain.

Lock & Edit

Domain Structure

ClassicDomain
ironment.

~Servers

Clusters
rtual Hos
Migratable Targets

Release Configuration

ORACLE WebLogic Server® Administration Console

i) Home LogOut Preferences d Help Q

Welcome, weblogic ‘ Connectad to: ClassicDomain

Home >Summary of Sarvers >WLS_FORMS >Summary of Servers »AdminServer >Summary of Servers >WLS_FORMS >Summary of Environment >Summary of Servars

Summary of Servers

Configuration | Contrel

A serveris an instance of WebLogic Server that runs in its own Java Virtual Machine (JVM) and has its own configuration.

This page summarizes each server that has been configured in the curent WebLogic Server domain.
3]

b Customize this table

Servers (Filtered - More Columns Exist)

Click the Zock & Edit button in the Change Center to activate all the buttons on this page.

New | [Cione | | Delete

Showing 1to30f 3 Previeus | Next

o Clone Servers

Delete Managed Servers
Delete the Administration Server

« Startand stop servers

System Status

Health of Running Servers

[ Feild0)

[ citical(0)
Overloaded (0)
Warning (0}

pyricht © 1996,

2011, Orad
acle is a registered tradermark o

~-Startup and Shutdown Classes
~Deployments Name & Cluster Machine state Health Listen Port
~Services —
ity Realme :dm . 1 whf0Datk. Je.com RUNNING oK 7002
i — dluster_forms whfODatk.in.oracle.com RUNNING ¥ oK 3002
How do L..
'WLS_REPORTS cluster_reports 00atk.in.cracle.com SHUTDOWN 9003
« Create Managed Senvers.

New | [Cione | | Delete

Showing 1to3of 3 Previous | Next

— o)

2. Follow the steps in General Tab as shown below:

3. Select SSL Listen Port Enabled, Client Cert Proxy Enabled, Weblogic Plug-In Enabled.

4. Click on Save.

‘Gelete items in this domain.

Lock & Edit

Domain Structure

ClassicDomain

~Seners

Coherence Servers

Coherence Clusters
Machines

jork Managers

Startup and Shutdown Clas:
- Deployments

~Sevices

~Security Realms.

Release Configuration

Configure default network connections

Create and configure machi

Configure dlusters
- Start and stop servers

« Configure WLDF diagnostic volume

Health of Running Servers

I raild(0)
I ctclio)
[ oOwerloaged (0)
[ wemin @

How do L. 2

System Status =]

— o)

Configuration | Protocols | Logging | Debug | Menitoring | Control | Deployments | Services | Security

General | Cluster | Senvices | Keystores || SSL | Federation Senices || Deployment | Migration | Tuning

Click the Lock & Fdit button in the Change Center to modify the settings on this page.

Save

Use this page to configure general features of this server such as default network communications.
View INDI Tree B
Name: Adminserver

Machine: whfooatk.in.oracle.com

Cluster: (standalone)
4] Listen Address:

+ Listen Port Enabled

Listen Port: 7002

+ SSL Listen Port Enabled
SSL Listen Port: 14002
@5 Client Cert Proxy Enabled
Java Compiler: javac
Diagnostic Volume: Low ~

 Advanced

ClassicDomain_AdminServel

! df] WebLogic Plug-In Enabled

45 Prepend to classpath:

Notes

Overload | Health Monitoring | Server Start | Web Services

An alphanumeric name for this server instance. ~ More Info...

The WebLogic Server host computer (machine) on which t
torun. More Info...

The dluster, or group of W
belengs. More Info...

biogic Sarver instances, to which this server

The IP address or DNS name this server uses to listen for incoming
connections,  More Info.,

Specifies whether this server can be reached through the default plain-text
(non-sSL) listen port.  More Info...

‘The default TCP port that this server uses to listen for regular (non-SsL)
incoming connections.  More Infc.

Indicates whether the server can be reached through the default SsLlisten
port. More Info..

‘The TCR/IP port at which this server listens for SSL connection
requests.  More Info.

Specifies whether the HttpClusterServiet proxies the dient certificate ina
special header.  More Info...

The Java compiler to use for all applications hested on this server that need
to compile Java code.  More Info..

Specifies the volume of diagnestic data that is autematically produced by
Weblogic Server at run time. Note that the WLDF diagnostic volume setting
does nat affect explicitly configured diagnostic modules. For example, this
controls the volume of events generated for JRockit Flight Recorder. - More.
fo.

When WLS is running on JRVE, this specifies the name of the virtual machine
running this server More Info,

Specifies whether this server uses the propristary Wi-Proxy-Client-IP header,
which s recommended if the server instance will receive requests from a
proxy plug-in. More Info.

The options to prepend to the Java compiler classpath when compiling Java

5. Modify Keystores Type as shown below:
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6. Click Change and select Keystores as Custom Identity and Custom Trust.

7. Click on Save.

ORACLE Weblogie Sarver® Amnraion Coreel @ O

Change Center @ Home Log Out Preferences [&] Record Help Q Welcome, weblogic ‘ Connected to: iam_domain
View changes and restarts Horme >Summary of 5 > AdminServer

Configuration editing is enabled., Future Settings for AdminServer

changes wil automatically be activated as you

modify, add or delete items in this domain. Configuration | Protocols | Logging ~ Debug  Moritoring  Control  Deployments | Services = Security = Notes

T General | Cluster | Services S5L | Federation Services | Deployment | Migration | Tuning | Overload | Health Monitoring | Server Start || Web Services

ian_omain SN s [P

Keystaresensure the secure storage and management of private keys and trusted certificate autharities (CAs). This page lets you view and define various keystore configurations. These settings help
you to manage the security of message transmissions.

I

oherence Servers
oherence Clusters Keystores: Demo Identity and Demo Trust = Which configuration res shouid be used for finding the servers identity and
lachines trust keystores?  More Info.

work Managers
tortup and Shutdonn Classes =1 | save | | Cancel
-Deployments
~Services

- Secyrity Besins.

Demo Identity and Demo Trust

How do L.. 5]

« Configure identity and trust
« Configure keystores
« Setupssl

System Status =]

Health of Running Servers

[ Fa®
[ cita@
[ Overloaded ()
[ Waming@
[

8. Follow the steps in Keystores Tab as shown below:

9. Enter Custom Identity Keystore and Custom Trust Keystore same as the Keystore Name
created in step 1 with full path.

10. Enter Custom Identity Keystore Type and Custom Trust Keystore Type as jks.

11. Enter Custom Identity Keystore Passphrase, Confirm Custom Identity Keystore Passphrase,
Custom Trust Keystore Passphrase and Confirm Custom Trust Keystore Passphrase same
as the Store Password entered in step 1.

12. Click on Save.

SRACLE WebLogis Server® Aammmranon Corees s @200 O]

Change Center @ Home Log Out Preferences [& Record Help a Welcome, weblogic | Connected to: fam_domain
View changes and restarts Home »Summary of Servers »AdminServer

Configuration editing is enabled. Future. Settings for AdminServer

changes will automatically be activated as you

modify, add or delete items in this domain. Configuration Protocols | Logging  Debug | Monitoring  Control | Deployments | Services | Security | Notes

P — General | Cluster | Services || Keystoresfl| S5L | Federation Services | Deployment | Migration | Tuning | Overload | Health Monitoring | Server Start | Web Services

iam_domain =

--Servers
~Clusters Keystores ensure the secure storage and management of private keys and trusted certificate authorities (CAs). This page lets you view and define various keystore configurations. These settings help
~Virtual Hosts You to manage the security of message transmissions.

t--Migratable Targets
--Coherence Servers
~Coherence Clusters Keystores: Custom Identity and Custom Trust| Change. Which configuration ruies should be used for finding the server's identity and
--Machines . trust keystores? More Info...

-Work Managers

~-Startup and Shutdown Classes I
~Deployments

-Services

-~ Secyrity Bealms

m

Identit
i /scrateh fapp/fmw115/0am1115/BasekeyStore/AdminFlexcubekeyStore.jks I
Custom Identity Keystore:

= Custom Identity Keystore Type:

—— The type of the keystore, Generally, this is JKS. More Info...
* Configure identity and trust Custom Identity Keystore The encrypted custom identity keystore’s passphrase. If empty or null, then
* Configure keystores the keystore wil be opened without a passphrase.  More Info.
o setupssl
Confirm Custom Identity Keystore
System Status a
Trust

/scratch/app/fmyw115/0am1115/BaseKeyStore/AdminFlexcubeKeyStore. jks I

o o e e

Health of Running Servers

Custom Trust Keystore: nFlexcubeKeyStore jks
Failed (0)

[ citcl @ Custom Trust Keystore Type:
[ Overloaded (0)
[ waming(0)

The type of the keystore, Generally, this is K5, Mare Info...

Custom Trust Keystore Passphrase: The custom trust keystore's passphrase. If empty or null, then the keystore
I o« ) will be opened without a passphrase.  More Int
Confirm Custom Trust Keystore

L

Save
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13. Follow the steps in SSL Tab as shown below:
14. Enter Private Key Alias as same as the alias hame entered in step 2.

15. Enter Private Key Passphrase and Confirm Private Key Passphrase as same as the Private
Key Password entered in step 2.

16. Change the Hostname Verification to None.

17. Click on Save.

Chonge Geater @ Home Log Out Preferences [E] Record Help Welcome, weblogic | Connected to: iam_domain
View changes and restarts Home >Summary of Servers >AdminServer
Configuration editing is enabled. Future Settings for AdminServer
changes will automatically be activated as you
modify, add or deletz items in this domain. Configuration | Protocols  Logging | Debug ~ Monitoring | Control | Deployments  Services | Security = Notes
Domain Structure General | Cluster | Services | Keystores Federation Services | Deployment | Migration | Tuning | Overload | Health Monitoring | Server Start | Web Services
iam_domain
Environment
Servers
- Clusters This page lets you view and define various Secure Sockets Layer (SSL) settings for this server instance. These settings help you to manage the security of message transmissions.
~-Virtual Hosts
—Migratable Targets
—Coherence Servers 4] Identity and Trust Locations: Keystores Ghange Indicates where 5L should find the server's identity (certficate and private
- Coherence Clusters key) as well as the server's trust (trusted CAs). More Info.
~Machines Ldentity
~~Work Managers
~Startup and Shutdovn Classes Private Key Location: from Custom Identity Keystore The keystore attribute that defines the location of the private key file. More
-~ Deployments Inf
-Services
—-serurite Realms hd Private Key FlexcubeCert The keystore attribute that defines the string alias used to store and retrieve
the server's private key. More Info..
How do L... a
y B 5] Private Key Passphrase: m The keystore attribute that defines the passphrase used to retrieve the
o Configure identity and trust server's private key. Hore Info...
o setupss
« Verty host name vercatn 1 enablg 4] Confimm Privte Key Passphrase:
» Configure a custom host name verifier
o Configure two-way SSL Certificate Location: from Custom 1dentity Keystore The keystore attribute that defines the location of the trusted
certificate. More Info...
System Status a Trust
Health of Running Servers Trusted Certificate Authori from Custom Trust Keystore The keystore attribute that defines the location of the certificate
authorities.  More Info.
Failed (0)
Giical (0) & Advanced
Overloaded (0) ] Hostname Verification: Specifies whether to ignore the installed implementation of the
‘Warning (0) ‘weblogic.security. 55 HostnameVerifier interface (when this server is acting
) Custom Hostname Verifier as a dlient to another application server).  More Info...
None .

@9 Custom Hostname Verifier: The name of the class that implements the
‘weblogic.security.SSL. HostnameVerifier interface. More Info...

Export Key Lifespan: 500 Indicates the number of times WebLogic Server can use an exportable key
betuween a domestic server and an exportable dlient befare generating a new
key. The mare secure you want WebLogic Server to be, the fewer times the
key should be used before generating a new key. More Info.

() Use Server Certs Sets whether the client should use the server as the client

18. Select WLS_FORMS Server to enable SSL options

19. Repeat the steps performed in 4.2 to 4.5

ORACLE Weblogic Server® Adriniesion Conele T o

Change Center & Home Log Out Preferences d Help Q welcome,wehloqic‘(.‘onr\enedt : ClassicDom
e e st Heme » Summary of Servers LS _FORMS »Summary of Servers - AdminServer »Summary of Servers >WLS_FORMS > Summary of Environment > Summary of Servers > AdrminServer > Summiary of Servers
Click the Lock & Edit button to medify, add or Summary of Servers

delete items in this domain.
Configuration | Control
Lock & Edit
Releas= Configuration
A server is an instance of WebLogic Server that runs in its own Java Virtual Machine (JVM) and has its own configuration.
e This page summarizes each server that has besn configured in the current Weblogic Server domain.

Classicoomain

3]

b Customize this table

Servers (Filtered - More Colunns Exist)

Clickthe Lock & Edit button in the Changs toactivate all the butts this page.

New| [Clone| [Delete

showing 1to3of 3 Pravious | Next
~Startup and Shutdown Classes

~ Deployments Name &5 Cluster Machine State Health Listen Port
~Senices
- Security R=alms A Adminserver(admin) whf00atkin.oracle.com RUNMING @ ok 7002

How do L., B WLS_FORMS cluster_forms whfooatkin oracle.com RUNNING ¥ oK 9002

WLS_REPORTS cluster._reports whfDatkin oracle.com SHUTDOWN 5003

o Create Managed Servers

« Clone servers New] [Clone| [Belcte Showing 1to 30f 3 Previous | Next

+ Delete Managed Senvers

+ Delete the Administration Server

o Start and stop servers

System Status =

Health of Running Servers

I railed(@)
I citical()
[ Ouwroaded (0)
[ Waming(0)

Now the admin server and WLS_FORMS servers are SSL enabled. Restart both the servers.
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4. Java Based Encryption for User Password

1. Load the jar file osdt_core.jar into database using loadjava as shown below
loadjava -resolve -verbose -user lstest/lstest@fcubsls
C:\Users\TEST\osdt_ core.jar

2. osdt_core jar file can be taken from the forms installation server. It will be available in oracle

home folder
/scratch/app/wll036/0Oracle FRHomel/inventory/Scripts/ext/jlib

3. Compile the java file smpks_osdt.java in the database from svn
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5. Steps - Help files deployment

1. Place the .htm files at /f/mwhome/help on appserver.
* fmwhome is the fusion middleware home
example - .htm file were copied to /scratch/app/wi1036/help

2. Change permission mode to 777 for the help folder.

3. Create an alias for help folder’s path in forms.conf located at
/fmwhome/asinst_1/config/OHS/ohs1/moduleconf
Example : In this example Islthelp is the alias name
# Added Alias name for help folder

RewriteRule */forms/registry/(..*) /workaroundregistry/$1 [PT]

AliasMatch #/Islthelp/(..*) "/scratch/app/wl1036/help/$1"
Example :

A n A A a1 U s [ f et b L Sl W e et s
28 # Rdded below Alias for help folder

25 RewriteRule ~/forms/registry/(..*) /workaroundregistry/§1 [ET]

50 RliasMatch “/lslthelp/(..*) "/scratch/app/wll036/help/§1"

32 <Location /forms>

SetHandler weblogic-handler

WebLogicCluster whfo0atk.in.oracle.com: 9002
35 DynamicServerlList OFF
36 </Location>

4. Start the ohs server.
Command -
/fmwhome/asinst_1/binf/opmnctl startall
* fmwhome is the fusion middleware home.

5. Check the Help File port in the below file

/fmwhome/asinst_1/config/FormsComponent/forms/FormsComponentinputProperties.xml
Parameter: ohs_port (http Port number on which the ohs server is running)

6. Help files will launch with this port

Example: ‘8888’

Execute the below command to check the port number.
/fmwhome/asinst_1/bin/opmnctl status -I

* fmwhome is the fusion middleware home

Example:
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7. Either launch the Oracle FLEXCUBE with this port ‘8888’ or with existing port ‘9002’ launch
Oracle FLEXCUBE and then after Click on F1, change the port number in the help file URL
and then check.

Example:
http://weblogicservername:9002/forms/frmserviet?config=Isdev

http://weblogicservername:8888/forms/frmservilet?config=lsdev

Note - Launching Oracle FLEXCUBE with ohs port is recommended.
8. Update SMTB_CUBE_PARAM following param_name with below values

e Param_name IMPLI_TYPE param_value 9U
e Param_name HELP_PATH param_value Islthelp *
e Param_name HELPMODE param_value WEBHELP

* Islthelp is the alias name of path /scratch/app/wl1036/help
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